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Certified Cyber Security who started his
professional carrier in the field of computer

science who's main focus is securing and
helping companies to reach their IT objectives.
Analyzing and sharing insight on new frontiers

in information security, from his experience
reporting on security vulnerabilities.
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Application
Penetration Testing

Application penetration testing is done by using offensive
testing techniques to challenge the existing in place security
and software maturity. Often corporation cannot keep up to
date to the ever changing vulnerabilities that are released
daily and new techniques attackers will use to steal
information. 
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Losses in $1M+ of cyber attacks

Over the past years the cyber security threat is ever growing
which is why I provide a service to emulate attackers
breaking into your internet facing products which usually are
the first point of entry for a threat actor.
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Exploitation

Scanning

Discover
To be able to protect my
clients I utilize the same
techniques and strategies as
real threat actors. To do so
over the engagement I follow
a four step process that
allows me to discover what
information an attacker can
find to which I report all the
information to the client with
a detailed report provided at
the end of the engagement 
 explaining how to mitigate
the risk at hand.

Contact me

Meeting to discuss
the Application and

scope

Receive contract
and full pricing

Start of Security
Test

Contact during the test
to notify of any findings

End of Security
Test

Meeting to go through
the overall test

Timeline

Reception
of the report



Previous clients



Detailed report on the
engagement on completion

Remediation advice to protect
against cyber threats

Day-to-Day updates on the
engagement

Pricing

550 € / DayDaily rate:

Price includes the following Recomendation

It is recommended for a
Application Penetration Test
to have an engagement of at
least 5 Days of testing and 2
Days which are allocated for
report writing

Before t;he beginning of the
test an IP address will be
provided so that your teams
do not get confused by the
amount of logs produced by
the test



Terms and ConditionsTerms and Conditions

1
Upon signing the contract and receiving
half of the full payment Leo Smith will start
working on the engagement on the
specified starting date inside of the
contact.

2
During the entirety of the engagement Leo
Smith will be in contact with the client to
notify of any critical or high vulnerability
found.

3 A report will be provided at the end of the
engagement after receiving the end of the
payment on the last scheduled day.

4
If not satisfied by the provided report Leo
Smith is available for a week for any
inquiries or edits to the report in order to
clarify the information on the report and
help in mitigating any of the found
vulnerabilities



Next Step

Email me  and schedule a call
via contact@leosmith.xyz

More information can be found
here: http://leosmith/freelance/

Book a meeting on calendly:
https://calendly.com/leosmith-xyz


